
Privacy Protection Package for Designated Professionals
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FOR MORE INFORMATION, CONTACT:

RLI is rated A+ by A.M. Best; A+ by Standard and 
Poor’s; and is one of only three property-casualty 
insurers (out of 3,100) to be named on the Ward’s 
50 every year since its inception in 1991.

REO ADVISORS

www.reoadvisors.com
P: 800-753-3557
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Did you know that 47 states have data breach notification laws? Do you have the right coverage to withstand a data or 
security breach? General and professional liability policies may not provide sufficient coverage for these technology-related 
exposures. The RLI Privacy Protection Package for Real Estate Professionals is a robust policy that protects your business  
from liability and expenses caused by a data or security breach.

POLICY HIGHLIGHTS INCLUDE:

INSURING AGREEMENTS

• Enterprise Privacy Liability covers third party claims
against the Insured as a result of failing to prevent
the theft or misappropriation of private information.

• Electronic Media Liability covers third party claims
against the Insured for various intellectual property
and personal injury exposures for information that is
posted on the Insured’s website.

• Network Security Liability covers third party claims
against the Insured as a result of a network security
breach, including transmission of malicious code, 
denial of service attack or unauthorized access to/
use of the Insured’s computer system.

• Crisis Management Loss covers forensic expenses, 
credit monitoring expenses, notification expenses, 
and public relations expenses to help mitigate
exposure to a network security or privacy breach.

• Network Interruption Business Income & Extra
Expense Loss covers income loss and extra expense
caused by network interruption that was a result of
a network security breach.

• Data Loss covers the cost to replace, restore, or
recollect data that was corrupted as a result of a
network security breach.

• Cyber Extortion Loss covers the cost to investigate
and respond to a cyber extortion threat, the cost
to third party security consultants, the cost to
terminate the cyber extortion threat.

Policy premiums starting at $544          Minimum deductible: $1,000          Limit capacity: $5 million

• Forensic expenses coverage
• Credit monitoring coverage
• Notification expenses coverage

• Regulatory action coverage
• Public relations expenses coverage
• Personal injury coverage for a privacy breach

The above features are representative of the types of coverages offered by 
RLI, which may vary with each individual policy.  The actual coverages, terms 
and conditions will be set forth in the insurance policy. 

NO COMPANY IS IMMUNE TO THE RISK

An email with a virus was specifically sent to an employee.  
When the employee opened the email, the virus corrupted 
all files on the computer and network. As a result, the 
business owner incurred considerable costs to repair and 
restore the files.

An office laptop was stolen which contained personal 
information gathered during representation of clients.   
The stolen information included names, social security 
numbers and account numbers. The business incurred 
notification costs, credit monitoring expenses, and public 
relations expenses.

A hacker gained access to a business’s network and 
stole personal information of clients. The clients sued 
the business for improper handling of their personal 
information. As a result, substantial defense costs and 
damages were incurred.

REAL ESTATE PROFESSIONALS



RLI policyholders have access to the same network security and privacy 

issues tools typically “reserved” for larger companies.

RLI’s Privacy/Cyber coverage was designed for professional service "rms like 

yours because you have the same network security needs as Fortune 100 

companies. And now you can manage your cyber risks the same way.

As an RLI customer, you have access to eRisk Hub™, a private, web-based portal 

that provides you with information and sophisticated technical resources to help 

you minimize your cyber risk.

Resources include:

• Access to a data breach coach to help you 

respond to a breach

• Steps to follow after a data breach

• Network security and privacy eRisk self-

assessments

• Data breach cost calculators

• Sample privacy policies

• Risk management tools

• Access to specialists for forensics, 

noti"cation and credit monitoring

To Access eRisk Hub

After your policy is bound, your eRisk Hub™ 

access code allows up to three persons 

from your company unrestricted access to this portal. eRisk Hub™ 

is powered and maintained by NetDiligence®, a leading cyber risk assessment 

services company. Your access code is provided with your binder. Use of the eRisk 

Hub™ is subject to the terms and conditions of use set forth therein.

BE PROACTIVE. BE PROTECTED. 

®

Professional Services Group
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